THALES ENHANCES SECURITY OF VMs DEPLOYED WITHIN MICROSOFT WINDOWS SERVER 2016

PROVIDE HARDWARE PROTECTION FOR THE ENCRYPTION KEYS USED TO SECURE VIRTUAL MACHINES

- Protect virtual machines (VMs) from compromised hosts and rogue administrators
- Offer strong separation between computing environment and sensitive workloads
- Attest that host infrastructure is qualified to run VMs
- Enhance control and security of VMs running in the cloud
- Provide a certified root of trust for regulatory compliance

THE PROBLEM: WIDESPREAD USE OF VMs RUNNING SENSITIVE WORKLOADS ARE AT RISK OF COMPROMISE FROM INTERNAL AND EXTERNAL THREATS.

VMs are only as secure as the access controls set by the administrators that manage them. With more and more administrators having access to the virtual environment, the greater the risk of accidental and deliberate exposure of access credentials and sensitive data such as personally identifiable information (PII) and transactions. Mitigating the risks of potential attacks is therefore of paramount importance.

THE CHALLENGE: SECURING VMs AND REDUCING THE POTENTIAL RISKS INTRODUCED BY COMPROMISED HOSTS AND ROGUE ADMINISTRATORS.

One of the most important goals of a hosted environment is to guarantee the security of all its VMs. The use of a guarded fabric with an attestation service can ensure that only known and healthy hosts can run critical VMs. To mitigate the potential risks of attack that could be carried out by rogue administrators managing the release of keys that control access to different workloads, automated processes must be put in place in a manner that does not affect operational performance.
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THE SOLUTION: WINDOWS SERVER 2016 HYPER-V SHIELDED VM AND THALES nSHIELD HSMs PROTECT SENSITIVE VM WORKLOADS.

Part of the Windows Server 2016 Hyper-V, Shielded VM is a native option that encrypts estates of VMs in data centers. Available for on-premises and cloud-based deployments, Shielded VM enables the creation of a guarded fabric that provides a more secure environment for VMs. The guarded fabric comprises one HGS – typically a cluster of 3 nodes, one or more Guarded Hosts, and a set of Shielded VMs. Shielded VM uses a virtual trusted platform module encrypted with BitLocker, and can only run on healthy and approved hosts in the fabric. The HGS uses a cryptographic process to attest to the health of a guarded host and its VMs, and to unlock and run the VMs on positively attested guarded hosts.

Shielded VM integrates with Thales nShield Connect HSMs to establish a hardware root of trust for the safekeeping and the management of attestation and encryption keys required for protecting sensitive VM workloads and their data. nShield HSMs protects the private key used by the HGS.

WHY USE THALES nSHIELD HSMs WITH MICROSOFT HGS SHIELDED VM?

The Thales nShield HSMs enhance the security posture of a Shielded VM deployment in a way that auditors can quickly recognize; notably the nShield HSMs are validated by NIST to meet FIPS 140-2 Level 3 and Common Criteria EAL4+. Acting as a root of trust, Thales nShield HSMs integrate with the HGS to provide enhanced logical and physical protection of private keys. The combination delivers an auditable method for enforcing security policies, enabling customers to:

- Secure keys within carefully designed cryptographic boundary that use robust access control mechanisms, so keys are only used for their authorized purpose
- Ensure key availability by using sophisticated management, storage, and redundancy features to guarantee they are always accessible when needed by the HGS
- Deliver superior performance to support demanding applications

Thales nShield HSMs provide a hardened environment for performing secure cryptographic processing, key protection, and key management. Thales HSMs:

- Provide a tightly controlled tamper resistant environment for safekeeping and managing encryption keys
- Enforce key use policies, separating security functions from administrative tasks
- Interface with applications using industry-standard APIs (PKCS#11, OpenSSL, JCE, CAPI, CNG) and native APIs
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Thales eSecurity is the leader in advanced data security solutions and services delivering trust wherever information is created, shared, or stored. Security solutions ensure that critical data is both protected and trusted in any deployment – on-premises, in the cloud, in data centers, or in big data environments – without sacrificing business agility. Security professionals around the globe rely on Thales to confidently accelerate their organization’s digital transformation. Thales eSecurity is part of Thales Group.

Microsoft strives to produce innovative products and services that meet customers’ evolving needs. Thales nShield HSMs are certified to support a wide range of Microsoft security solutions and deliver the industry’s most operationally efficient key management framework. Thales enables Microsoft customers to utilize cryptographic security to enhance their business as well as satisfy evolving compliance requirements, facilitating the secure adoption of new technologies. Thales eSecurity is a Gold Certified Microsoft partner.

For more detailed technical specifications, please visit www.thalesesecurity.com or www.microsoft.com